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MAZR-61 - MOC AZ-500T00 - SECURE CLOUD RESOURCES WITH MICROSOFT

SECURITY TECHNOLOGIES
Categoria: Azure

 
INFORMAZIONI SUL CORSO

 

 

 
OBIETTIVI

 
This course provides IT Security Professionals with the knowledge and skills needed to implement security controls,
maintain an organization’s security posture, and identify and remediate security vulnerabilities. This course includes
security for identity and access, platform protection, data and applications and security operations.

 
PREREQUISITI

 
Prerequisite course (or equivalent knowledge and hands-on experience):

Course: AZ-104: Microsoft Azure Administrator
 

 
CONTENUTI

 
Protect identity and access in Azure

Manage security controls for identity and access

Manage Microsoft Entra application access
 
Protect network infrastructure in Azure

Plan and implement security for virtual networks

Plan and implement security for private access to Azure resources

Plan and implement security for public access to Azure resources
 
Protect compute, storage, and databases

Plan and implement advanced security for compute

Plan and implement security for storage

Plan and implement security for Azure SQL Database and Azure SQL Managed Instance
 
Strengthen security posture using Microsoft Defender for Cloud and Microsoft Sentinel

Implement and manage enforcement of cloud governance policies

Manage security posture by using Microsoft Defender for Cloud

Configure and manage threat protection by using Microsoft Defender for Cloud

Durata:

4 Giorni

Categoria:

Azure

Qualifica Istruttore:

Microsoft Certified

Trainer

Dedicato a:

Professionista IT

Produttore:

Microsoft
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-Configure and manage security monitoring and automation solutions

 
INFO

 
Esame: AZ-500  - Microsoft Azure Security Technologies

Materiale didattico: Materiale didattico ufficiale Microsoft in formato digitale

Costo materiale didattico: incluso nel prezzo del corso a Calendario

Natura del corso: Operativo (previsti lab su PC)
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